# Combatant Command Priorities for FY2018 Nominations

<table>
<thead>
<tr>
<th>USSOCOM</th>
<th>USTRANSCOM</th>
<th>USNORTHCOM</th>
<th>USSOUTHCOM</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Comprehensive Signature Management</td>
<td>• Cyber/ Information Assurance</td>
<td>• Detect, Track &amp; ID Air Targets</td>
<td>• Counter Transnational Organized Crime</td>
</tr>
<tr>
<td>• Protection of SOF operators and platforms</td>
<td>• Maritime Non-Lethal Engagement</td>
<td>• Network Resiliency</td>
<td>• Counter Terrorism</td>
</tr>
<tr>
<td>• All condition ops - Hostage Rescue and Recovery, CWMD, and CT, unilaterally and with partners</td>
<td>• Maritime Surveillance - Surface</td>
<td>• Engage Air Targets</td>
<td>• Building Partnership Capacity</td>
</tr>
<tr>
<td>• Tagging, Tracking and Locating technologies</td>
<td>• Critical Time Management of GPS</td>
<td>• Arctic Capabilities</td>
<td>• Support to Contingencies (HA/DR)</td>
</tr>
<tr>
<td>• Surveillance and force protection sensors</td>
<td>• Threat Info Sharing, Collaboration and Dissemination</td>
<td>• Maritime Surveillance-Sub-Surface</td>
<td></td>
</tr>
<tr>
<td>• Intelligence systems</td>
<td>• CWMD Preparedness and Response in the Domestic AOR</td>
<td>• Operational Use of Social Media</td>
<td></td>
</tr>
<tr>
<td>• Data Interoperability for Battlespace Awareness</td>
<td>• Cyber/ Information Assurance</td>
<td>• Stand-off CBRNE detect/defeat (emphasis on &quot;e&quot;)</td>
<td></td>
</tr>
<tr>
<td>• Cyber-enabled operations</td>
<td>• Force protection</td>
<td>• Pre-shot, automated counter-sniper, counter-mortar, counter-RPG</td>
<td></td>
</tr>
<tr>
<td>• Biometrics</td>
<td>• Persistent surveillance</td>
<td>• Biometrics</td>
<td></td>
</tr>
<tr>
<td>• Low Probability of Intercept/Detection tech</td>
<td>• Scalable effects - non-lethal to lethal</td>
<td>• Multi-level security over single architectures</td>
<td></td>
</tr>
<tr>
<td>• Advanced night vision tech</td>
<td>• Blue force situational awareness</td>
<td>• Data to decisions</td>
<td></td>
</tr>
<tr>
<td>• Precision Guided Munitions</td>
<td>• Tagging, tracking, locating</td>
<td>• Force protection</td>
<td></td>
</tr>
<tr>
<td>• Scalable Effects Weapons</td>
<td>• ISR</td>
<td>• Stand-off CBRNE detect/defeat (emphasis on &quot;e&quot;)</td>
<td></td>
</tr>
<tr>
<td>• Improved Human Performance,</td>
<td>• Maritime Domain Awareness</td>
<td>• Pre-shot, automated counter-sniper, counter-mortar, counter-RPG</td>
<td></td>
</tr>
<tr>
<td>• Tactical Combat Casualty Care</td>
<td>• Infectious Disease</td>
<td>• Biometrics</td>
<td></td>
</tr>
<tr>
<td>• MISO</td>
<td>• Operational Energy</td>
<td>• Multi-level security over single architectures</td>
<td></td>
</tr>
</tbody>
</table>

## USCENTCOM
- Bandwidth compression/reduction
- Stand-off CBRNE detect/defeat (emphasis on "e")
- Pre-shot, automated counter-sniper, counter-mortar, counter-RPG
- Biometrics
- Multi-level security over single architectures
- Data to decisions
- Force protection
- Persistent surveillance
- Scalable effects - non-lethal to lethal
- Blue force situational awareness
- Tagging, tracking, locating

## USEUCOM
- Integrated Air and Missile Defense
- Anti Access/Area Denial (A2/AD)
- Intelligence, Surveillance, Reconnaissance
- Space Resiliency
- Counter UAS
- Cyber Common Operating Picture/Defense
- Electronic Spectrum Management
- Building Partner Capability
- Command and Control Interoperability
- Maritime Surface and Subsurface ISR and Comms
- Logistical Support in Theater

## USAFRICOM
- ISR
- Maritime Domain Awareness
- Infectious Disease
- Operational Energy
- Identity resolution
- Communications
- Personnel Recovery
- Counter IED

## USPACOM
- Humanitarian Assistance/Disaster Relief
- Maritime Security/Maritime Domain Awareness
- Integrated Air and Missile Defense
- Space Assurance
- ISR/Communications/Navigation in a contested environment
- Enhance interoperability among allies and partners
- Cyber / Electronic Warfare
- Data Fusion/Sense Making capabilities
- Counter unmanned threats
- Hypersonic Applications
- Small Sat/responsive launch capabilities
- Environmental Security
- Counter weapons proliferation
- Building Partner Capacity
- Counter terrorism/extremism
- POW / MIAs

## LEFT:
- Joint Cyber Operations
- Combating WMD
- Missile Defense
- Global Strike
- ISR
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